
By Steven F. Reich

Every time you turn around, the Justice Department or SEC announces a 
new round of charges and settlements against individuals and entities un-
der the Foreign Corrupt Practices Act (FCPA). Historically, the government 

has focused FCPA enforcement efforts on persons or entities within the U.S., or 
on foreign persons or entities that commit unlawful acts within our borders. But, 
more recently, the government has employed conspiracy or aiding and abetting 
theories to reach acts of foreign bribery not previously thought to be within U.S. 
law enforcement’s reach. This article examines recent charges and settlements 
suggesting a new approach by federal authorities to foreign bribery.
Background

Before turning to the cases, a little history is required. 
Investigations by the Watergate Special Prosecutor and SEC during the 1970s 

revealed that numerous U.S. companies had bribed foreign officials while doing 
business abroad. As a result, Congress in 1977 enacted the FCPA to curb foreign 
bribery in two ways. First, with some notable exceptions not pertinent here, the 
FCPA prohibited bribes (or offers of bribes) to foreign officials by U.S. persons 
or entities doing business overseas. Second, the FCPA required companies whose 
stock is registered with the SEC (issuers) to establish accounting and financial 
controls aimed at preventing corrupt payments to foreign officials.

As originally enacted, the FCPA’s anti-bribery provisions had limited reach. As 
noted, the statute applied only to “issuers,” i.e., to companies whose stock was 
registered with the SEC or that were required to file reports with the SEC, and 
also to “domestic concerns.” 15 U.S.C. §§ 78dd-1, 78dd-2. An individual was a 
“domestic concern” only if he or she was a U.S. citizen, national or resident. 15 
U.S.C. § 78dd-2(h). An entity was a “domestic concern” only if its principal place 
of business was in the U.S. or if it was organized under the laws of a state of the 
U.S. Id. Thus, liability generally was limited to U.S. companies or individuals that 
made corrupt payments to foreign officials. 

By Jacqueline C. Wolff  
and Nirav Shah

Recent years have seen a rise 
in the number of enforcement 
actions taken by the Department 
of Justice (DOJ) and the Securi-
ties Exchange Commission (SEC) 
under the Foreign Corrupt Prac-
tices Act (FCPA), as well as a no-
table expansion of the types of 
conduct covered by these prose-
cutions. Increasingly, the govern-
ment has focused on prosecut-
ing individuals and companies 
for allegedly corrupt payments 
to officials of state-owned enter-
prises (SOEs), rather than more 
traditional government entities.

The FCPA prohibits corrupt 
payments to “foreign officials,” 
defining a foreign official as “any 
officer or employee of a foreign 
government or any department, 
agency, or instrumentality there-
of ... or any person acting in an 
official capacity for or on behalf 
of any such government or de-
partment ... ” 15 U.S.C. § 78dd-
2(h)(2)(A). 

The DOJ has brought cases 
against companies and individu-
als in relation to their dealings 
with SOEs based on a broad 
reading of the term “instrumen-
tality,” a term not otherwise de-
fined in the statute. According to 
one survey of FCPA prosecutions 
in 2009, two-thirds of the pros-
ecutions against companies that 
year related to SOEs, with DOJ 
and the SEC pursuing a dispro-
portionate number of cases in a 
handful of industries like energy, 
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That changed with enactment of 
the International Bribery and Fair 
Competition Act of 1998. Among 
other things, that Act expanded 
the FCPA’s reach to foreign com-
panies and persons that directly or 
indirectly caused to occur within 
the U.S. an act in furtherance of a 
corrupt payment abroad. However, 
even after the 1998 amendment, if 
a party did not directly or indirectly 
cause such an act to occur within 
the U.S., the party was immune 
from FCPA liability. As a result, for-
eign nationals or companies (except 
those registered as issuers) whose 
unlawful acts occur entirely outside 
our borders have been thought to 
be outside the FCPA’s reach.

Moreover, government efforts to 
broaden the FCPA’s scope by charg-
ing exempt persons or entities with 
conspiring to violate the statute have 
been rejected by courts. In United 
States v. Castle, 925 F.2d 831, 836 (5th 
Cir. 1991), for example, the govern-
ment charged two Canadian officials 
with conspiring to violate the FCPA 
after they agreed to accept bribes 
from a U.S. company. The U.S. Court 
of Appeals for the Fifth Circuit held 
that because foreign officials who 
receive bribes cannot be charged 
with primary violations of the FCPA, 
they also cannot be charged with 
conspiring to violate the statute. In 
short, because Congress had spe-
cifically excluded a class of alleged 
wrongdoers from the FCPA’s reach, 
the Fifth Circuit concluded that the 
government could not use a con-
spiracy theory to reach them.

Notwithstanding this seemingly 
well-settled principle, several recent 
cases suggest that the government 
is becoming more aggressive in us-
ing conspiracy and aiding and abet-
ting theories to bring enforcement 
actions against non-U.S. companies 
and persons whose core violations 
involve foreign bribery schemes.

U.S. v. Snamprogetti  
Netherlands B.V.

A notable recent example is U.S. v. 
Snamprogetti Netherlands B.V., No. 
10 Crim. 460 (S.D. Tex.). Snamproget-
ti, a Dutch corporation, was part of a 
joint venture that allegedly authorized 
bribes to Nigerian officials to obtain 
contracts to build liquefied natural 
gas facilities in that country. In July 
2010, Snamprogetti and its current 
and former Italian parent companies 
entered into a deferred prosecution 
agreement with the Justice Depart-
ment calling for a $240 million dollar 
fine. Snamprogetti separately agreed 
to pay $125 million in disgorgement 
to settle SEC charges.

Notably, the Justice Department did 
not allege that Snamprogetti commit-
ted a primary violation of the FCPA. 
Rather, Snamprogetti was alleged to 
have entered into a conspiracy with 
its joint venture partners and others 
to pay bribes through intermediaries 
and to have aided and abetted those 
same acts. The charging document 
in that case contained no allegations 
of direct conduct by Snamprogetti 
within the U.S. in furtherance of the 
alleged FCPA conspiracy. Instead, 
the government relied on allegations 
that Snamprogetti and its co-conspir-
ators caused wire transfers to flow 
through bank accounts in New York, 
and that the company’s alleged co-
conspirators caused emails and fax-
es to be sent to other co-conspirators 
in Houston, all in furtherance of the 
alleged conspiracy.

Thus, to support its charges, the 
government appears to have attribut-
ed to Snamprogetti the conduct of its 
purported co-conspirators, notwith-
standing the fact that the company’s 
core bribery scheme appears to have 
had little or no connection to the U.S. 
While the government would likely 
argue that U.S. wire transfers made in 
support of the conspiracy provided a 
sufficient jurisdictional predicate to 
support FCPA liability, the case never-
theless can be seen as an incremental 
step toward the day when the acts of 
U.S.-based co-conspirators are attrib-
uted to foreign actors for FCPA pur-
poses even when those acts were not 
“caused” by the foreign actor within 
the meaning of the FCPA. 

Foreign Bribery
continued from page 1
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By Ronald H. Levine, Barbara A. 
Zemlock, and Matthew T.  
Newcomer

Use immunity is traditionally 
viewed as a prerogative of the Ex-
ecutive Branch exercised by law en-
forcement to compel truthful testi-
mony from witnesses who otherwise 
would refuse to testify based on their 
Fifth Amendment right against self-
incrimination. However, a few fed-
eral courts also recognize the court’s 
inherent authority to grant or compel 
immunity for defense witnesses over 
the objection of the prosecution. A 
recent decision out of the Middle 
District of Pennsylvania may revive 
the doctrine of “judicial immunity” 
for defense witnesses. U.S. v. Nagle, 
Crim. No. 1:09-CR-384-01 (M.D.Pa. 
filed Oct. 4, 2010) (Rambo, J.). To 
understand the potential implica-
tions of Nagle, some background is 
helpful. 
Government-Initiated 
Use Immunity

Absent a cooperation guilty plea 
agreement, a witness with expo-
sure in a federal prosecution usu-
ally will only provide trial or grand 
jury testimony after receiving some 
measure of assurance that what he 
or she says will not subject him or 
her to criminal prosecution. There 
are two kinds of protection usually 

available to such a witness, both of 
which require the prosecutor’s ac-
quiescence: 1) “informal” use im-
munity obtained via a contractual 
agreement with a U.S. Attorney’s Of-
fice; and 2) “formal” use immunity 
obtained via a formal court order. 
18 U.S.C. §§ 6002-03 (formal im-
munity); U.S.A.M. § 9-23.100; DOJ 
Crim. Resource Manual at 719 (let-
ter immunity). Whether to push an 
Assistant U.S. Attorney (AUSA) for 
formal immunity, and how hard, are 
tactical decisions that witnesses and 
their attorneys must make based on 
the facts of each case, including the 
evidence against the witness, the 
witness’ exposure and the value of 
her testimony to the government.
Informal or Letter  
Use Immunity

Informal immunity, otherwise 
known as “pocket” or “letter” immu-
nity, is reached via a written letter 
agreement in which the U.S. Attor-
ney’s Office that is prosecuting the 
case promises not to bring charges 
against the witness in exchange 
for the witness’s truthful testimony. 
Many federal prosecutors favor giv-
ing letter immunity because it can be 
accomplished quickly via the unilat-
eral execution of a form letter, as op-
posed to the relatively more arduous 
process of obtaining court-ordered 
immunity.

However, because the Department 
of Justice (DOJ) takes the position 
that testimony given under infor-
mal immunity is not compelled, but 
rather is pursuant to agreement and 
voluntary (DOJ Criminal Resource 
Manual at 719), the protections of 
informal letter immunity are only as 
good as the actual language of the 
letter. For example, a witness can-
not expect protection from deriva-
tive use of his testimony unless the 
non-prosecution letter expressly pro-
vides for it. Similarly, a letter agree-
ment only protects the witness from 
being prosecuted by the specific 
government entity that signs it. DOJ 
Criminal Resource Manual at 719. 
Finally, an informal immunity letter 
may contain all kinds of additional 
cooperation-related conditions and 
government escape clauses. Depend-
ing on how the letter is drafted, vio-
lation of those conditions may void 
the immunity protection altogether.

Formal or Court-Ordered 
Use Immunity

Formal or “statutory” immunity of-
fers protections that are both broad-
er and more predictable than letter 
immunity. Formal immunity includes 
a prohibition on derivative use of the 
witness’ testimony. 18 U.S.C. § 6002. 
If the witness were ever prosecuted, 
the government would have the ex-
tremely difficult burden of proving in 
a Kastigar hearing that the evidence 
it attempts to admit is derived from 
a legitimate source wholly indepen-
dent of the immunized testimony. 
Kastigar v. U.S., 406 U.S. 441 (1972); 
see e.g., U.S. v. Hubbell, 530 U.S. 27 
(2000); U.S. v. North, 910 F.2d 843 
(D.C. Cir. 1990). Moreover, a grant 
of statutory use immunity is binding 
on the states as well as the federal 
government. Murphy v. Waterfront 
Commission of New York Harbor, 
378 U.S. 52 (1964). 

Obtaining statutory use immunity 
takes several steps. The prosecuting 
AUSA must obtain internal approval 
from the U.S. Attorney’s Office and 
the DOJ Office of Enforcement Op-
erations (OEO). The AUSA must then 
get an order from the assigned grand 
jury or trial judge via a motion to 
compel testimony. The asserted basis 
of that motion will be that the wit-
ness’ testimony is necessary to the 
public interest and that the witness 
would otherwise refuse to testify 
based on his or her privilege against 
self-incrimination. 18 U.S.C. § 6003. 
If the judge grants the motion, the 
judge will issue an order compelling 
the witness’s testimony under the 
protection of statutory use immunity 
that is limited only by the witness’ 
failure to tell the truth or comply 
with the order. 18 U.S.C. § 6002. 
Judicial Immunity

Defense attorneys, unlike fed-
eral prosecutors, lack the statutory  
authority to seek immunity for wit-
nesses who would otherwise refuse 
to testify based on their privilege 
against self-incrimination. Several 
Circuits have recognized that when 
a federal prosecutor’s refusal to seek 

Judicial Immunity 
Resurfaces in the 
Third Circuit

continued on page 4
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immunity for a defense witness is de-
termined to be a deliberate attempt 
to distort the judicial fact finding pro-
cess, courts may invoke due process 
and seek to force the prosecutor to 
request immunity under Sections 
6002-6003 for the defense witness 
under threat of acquittal or prohib-
iting the testimony of the govern-
ment’s immunized witnesses. See e.g., 
U.S. v. Castro, 129 F.3d 226, 232 (1st 
Cir. 1997), cert. denied, 523 U.S. 1100 
(1998); U.S. v. Ebbers, 458 F.3d 110 (2d 
Cir. 2006), cert. denied, 549 U.S. 1274 
(2007). These courts have required a 
defendant to show that the govern-
ment has implemented its immunity 
in a discriminatory way, has forced a 
potential witness to invoke the Fifth 
Amendment through “overreaching,” 
or has deliberately denied immunity 
for the purpose of withholding excul-
patory evidence and gaining a tactical 
advantage through such manipula-
tion. See e.g., Castro, 129 F.3d at 232; 
Ebbers, 458 F.3d at 199. 

A few other federal circuits have 
recognized a judge’s independent 
and inherent authority to immunize 
the testimony of defense witnesses 
based on a defendant’s constitu-
tional right to present an effective 
defense. The Third Circuit has held 
that a judge may only implement this 
“effective defense” theory of judicial 
immunity where the withheld testi-
mony is both clearly exculpatory and 
essential to the defense, and where 
there is no strong countervailing 
systematic interest against exclud-
ing the evidence. Virgin Islands v. 
Smith, 615 F.2d 964, 970 (3d Cir. 
1980). The Second Circuit, while uni-
formly rejecting requests for judicial 
immunity, has nevertheless left open 
the possibility that the facts of a par-
ticular case may warrant immuniza-
tion of a witness under principles 
of constitutional fairness. See U.S. 
v. Turkish, 623 F.2d 769, 774 - 777 
(2d Cir. 1980), cert. denied, 449 U.S. 
1077 (1981). It has also limited this 

power by holding that a prosecution 
target cannot receive judicial im-
munity. U.S. v. Todaro, 744 F.2d 5, 9 
(2d Cir. 1984), cert. denied, 469 U.S. 
1213 (1985). Yet until the Nagle case, 
a federal court has not exercised “ef-
fective defense” judicial immunity in 
nearly 30 years.
U.S. v. Nagle

Nagle involves the indictment of 
principals and key employees of 
a family contracting business on 
charges of conspiracy to defraud 
the federal Department of Transpor-
tation in the implementation of its 
disadvantaged business enterprise 
(DBE) program, DBE-related mail 
and wire fraud and money laun-
dering. All defendants had pleaded 
guilty by the time of trial except for 
Nagle, the CEO, who maintained that 
he acquired that position only after 
an internal struggle for power with 
his co-defendant uncle, who alleg-
edly excluded him from the day-to 
day operations of the company. 

Nagle further maintained that the 
one person who could exonerate 
him was the co-defendant uncle, 
who had pleaded guilty in a non-
cooperation deal without a proffer 
but has yet to be sentenced. In re-
sponse to a defense trial subpoena, 
the uncle advised the defense that he 
intended to assert his Fifth Amend-
ment rights. Nagle asked the govern-
ment to seek use immunity for the 
uncle, and the government declined. 
Nagle then moved the court to com-
pel the uncle’s testimony on several 
grounds, including compelling the 
government to seek use immunity or 
via the grant of judicial immunity.

The District Court refused to com-
pel the government to seek use im-
munity, finding that Nagle had made 
no showing that the government’s 
refusal to grant immunity was a de-
liberate attempt to distort the fact-
finding process. However, the court 
granted judicial immunity to the un-
cle. Relying on the Third Circuit’s de-
cision in Virgin Islands v. Smith, the 
court held that the defendant had 
met his burden of showing that his 

co-defendant uncle’s testimony was 
“clearly exculpatory,” essential to the 
defense and likely to make a disposi-
tive difference in the trial’s outcome. 

 Importantly, the court based its 
ruling solely on a defense “proffer” 
of the uncle’s expected testimony 
with references to limited entries 
in the uncle’s handwritten journal, 
all of which was recited in the de-
fense brief in support of its motion 
to compel. In other words, there was 
no direct or sworn evidence of the 
content of the uncle’s expected testi-
mony. The court also concluded that 
the prosecution had not articulated 
a strong countervailing interest for 
not granting immunity to the co-de-
fendant uncle, noting that it was the 
prosecution’s decision to allow the 
co-defendant to plead guilty with-
out cooperation to only one count 
of a 32-count indictment (the Klein 
conspiracy charge) without first ob-
taining a proffer from him. The court 
rejected the government’s fear of an 
“immunity bath” as a basis for de-
nying the motion, noting that the 
government “cannot hide behind its 
decision to allow [the co-defendant 
uncle] to plead without a proffer, 
and yet insist that it has a strong in-
terest in preventing the immuniza-
tion of a witness for whom it does 
not have a proffer.” In the “clash” 
between Nagle’s due process rights 
and the uncle’s Fifth Amendment 
rights, the court found that it could 
protect both and best balance com-
peting interests by granting judicial 
immunity. The court’s ruling is cur-
rently on interlocutory appeal to the 
Third Circuit.
Conclusion

Because judicial immunity is recog-
nized in only a few jurisdictions and, 
even then, implemented sparingly, 
the doctrine is often overlooked or 
forgotten. If the Third Circuit reaches 
the merits in Nagle, an opportunity 
will exist for it to reaffirm this lim-
ited but powerful tool for securing 
exculpatory testimony and breathe 
new life into the doctrine. 

telecommunications and health care. 
Mike Koehler, The Foreign Corrupt 
Practices Act in the Ultimate Year of 

Its Decade of Resurgence, 43 Ind. 
L. Rev. 389, 411-13 (2010). Some re-
cent examples include: 

A deferred prosecution agree-•	
ment and $2 million fine for 
payments made to physicians 

employed at Chinese state-
owned hospitals in exchange 
for physicians directing their 
hospitals to purchase the de-
fendant U.S. corporation’s 

Judicial Immunity 
continued from page 3
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February 2011	 Business Crimes Bulletin  ❖  www.ljnonline.com/alm?buscrimes	 5

medical devices. U.S. v. AGA 
Medical Corp., 0:08-cr-00172-1 
(D. Minn. 2008).
Charges leading to a $402 •	
million criminal settlement 
for, inter alia, bribes alleged-
ly made by KBR to officials of 
Nigeria LNG, a joint venture 
between private multination-
al energy companies own-
ing 51% of the joint venture, 
and Nigeria’s state-owned oil 
company owning 49%, for the 
purpose of securing engineer-
ing and procurement con-
tracts. U.S. v. Kellogg, Brown 
and Root LLC, 09-cr-071 (S.D. 
Tex. 2009).
Indictments of officers of a •	
Florida company for payments 
made to officials of Honduras’ 
national telecommunications 
company — including the se-
nior in-house attorney of that 
company — in exchange for 
interconnection agreements 
and preferential rates. U.S. 
v. Granados, 1:10-cr-20881 
(S.D.Fla. 2010).

The government’s approach ap-
pears to subsume nearly every entity 
that has some government owner-
ship, even if the amount of govern-
ment ownership is less than 50% of 
an otherwise privately owned entity 
or the entity is engaged in purely 
commercial pursuits. From a do-
mestic perspective, this approach 
has potentially absurd results: if the 
U.S. were a foreign country, Ameri-
can International Group officers 
would have to be deemed foreign 
officials by virtue of the govern-
ment’s takeover of that company as 
part of TARP.
Legislative History  
Suggests Otherwise

In two recent cases, defendants 
have sought to highlight this poten-
tial absurdity. In both U.S. v. Nguy-

en, 2:08-cr-00522 (E.D.Pa. 2009) 
and U.S. v. Esquenazi, 1:09-cr-21010 
(S.D. Fla. 2009), the defendants filed 
motions to dismiss on the grounds 
that the recipients of their alleged 
payments were not “foreign offi-
cials” under the FCPA. In Nguyen, 
the president of Nexus Technologies 
Inc. was charged with violating the 
FCPA by making payments to secure 
contracts with various Vietnamese 
state-owned enterprises. Esquenazi 
involved payments to the directors 
of international relations at Haiti’s 
government-owned telecommunica-
tions utility, allegedly in exchange 
for lower usage rates. 

Nguyen and Esquenazi argued 
that Congress’s intent in enacting the 
FCPA was to criminalize payments to 
individuals performing public func-
tions, not the commercial functions 
typical of SOEs. They argued that the 
ordinary meaning of “instrumentality” 
— “a thing used to achieve an end or 
a purpose” — compels this interpre-
tation. As an instrumentality of the 
government, such entities must nec-
essarily advance the “end or purpose” 
normally associated with governance, 
not simple financial gain. 

Nguyen and Esquenazi also ana-
lyzed the use of the term “instru-
mentality” in other statutes on the 
books in 1977, such as the Foreign 
Sovereign Immunities Act (FSIA) 
and Employee Retirement Income 
Security Act (ERISA), arguing that 
these definitions should be persua-
sive in interpreting FCPA. 

Drawing on FSIA case law indicat-
ing that instrumentalities must be di-
rectly owned by the government, for 
example, Nguyen argued that one 
company named in the indictment, 
PVGC, was a subdivision of an entity 
that was owned by the Vietnamese 
government. Nguyen claimed that 
the “corporate layer separating PVGC 
from the Vietnamese government” 
was sufficient to preclude PVGC’s sta-
tus as an instrumentality. Additionally, 
courts interpreting “instrumentality” 
under ERISA have held that “a gov-
ernment instrumentality is one that 
performs an important government 
function,” a point used by the defen-
dants to attempt to highlight the dis-
tinction between public and commer-
cial functions. See Fed. Reserve Bank 
v. Metrocentre Improvement Dist. #1, 
657 F.2d 183, 185. 

Nguyen and Esquenazi also ad-
dressed the legislative history sur-
rounding the 1998 amendment to 
the FCPA. The amendment added 
international organizations to the 
list of entities whose officials could 
be deemed foreign officials. The 
amendment was undertaken to con-
form the Act with the Organisation 
for Economic Co-operation and De-
velopment (OECD) Convention, an 
agreement among over 30 nations 
to effectuate stronger and more con-
sistent laws that criminalize corrup-
tion of foreign officials. The Com-
mentaries to the OECD Convention 
state that the Convention’s anti-brib-
ery provisions should apply to SOEs 
unless “the enterprise operates on a 
normal commercial basis in the rel-
evant market, i.e., on a basis that is 
substantially equivalent to that of a 
private enterprise, without prefer-
ential subsidies or other privileges.” 
Convention Commentary ¶¶ 14-15. 
This Commentary weighs in favor of 
the argument that traditionally com-
mercial entities should be deliber-
ately excluded from the FCPA.

The district courts in Nguyen and 
Esquenazi rejected the defendants’ 
arguments but only because the  
issue (and evidence) would be better 
left as a question of fact for a jury. 

In addition to the sources cited in 
the Nguyen and Esquenazi cases, 
there are numerous other sources 
of authority that may be helpful to 
a practitioner seeking to defend her 
client in an FCPA enforcement action 
where the “foreign official” appears 
to be more private than “official.”  
The 1976 SEC Report

In U.S. v. Kay, 359 F.3d 738, 749 
(5th Cir. 2004), the U.S. Court of Ap-
peals for the Fifth Circuit identified 
two primary sources of FCPA legis-
lative history — congressional re-
ports and the 1976 SEC Report that 
provided the impetus for enactment 
of the FCPA. This second document, 
titled the “Report on Questionable 
and Illegal Corporate Payments and 
Practices,” bolsters the argument 
that the term “foreign officials” 
means individuals performing a tra-
ditionally public function. 

The SEC Report addressed im-
proper foreign expenditures, divid-
ing these by recipient: “government 
officials, commission agents and 

continued on page 6
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SEC v. Panalpina 
In November 2010, the SEC an-

nounced civil settlements with several 
companies in oil services industries, 
including Panalpina Inc., a global 
freight forwarding and logistics ser-
vices company, for violating the FCPA. 
The SEC alleged that Panalpina, the 
U.S. subsidiary of a Swiss parent, 
bribed customs officials in more than 
10 countries in exchange for various 
benefits, including preferential cus-
toms duties and import treatment 
for international freight shipments. 
Panalpina agreed to pay $11,329,369 

in disgorgement to settle the charges. 
Panalpina and its Swiss parent also 
agreed to pay the Justice Department 
a criminal fine of $70.56 million.

While Panalpina, as a U.S.-based 
entity, clearly could have been (and 
was) charged with violations of the 
FCPA as a principal, the SEC’s com-
plaint is notable because it conceded 
that neither Panalpina nor its par-
ent were issuers. Despite this, the  
complaint charged Panalpina with 
two counts of aiding and abetting 
FCPA violations by customers of the  
company that were issuers. Accord-
ing to a statement by an SEC official, 
this was the first time that the agency 
had charged a non-issuer with FCPA 

violations. Thus, Panalpina poten-
tially represents an effort by the SEC 
to expand its focus beyond “issuers” 
through application of aiding and 
abetting or, potentially, conspiracy, 
theories of FCPA liability.
U.S. v. Siriwan

Another example of non-tradi-
tional anti-bribery enforcement is 
the Justice Department’s indictment 
of a Thai public official, Juthamis 
Siriwan. See U.S. v. Siriwan, No. 09 
Crim. 0081 (C.D. Cal.). In that case, 
the government alleged that the 
defendant, the former head of the 
Tourism Authority of Thailand, ac-
cepted bribes from two U.S. citizens 

Foreign Bribery
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consultants, and recipients of com-
mercial bribery.” SEC Report at 25. 
Thus, payments to officials are set 
forth as a category separate from or-
dinary commercial bribery. 

The 1977 House Report for the 
FCPA made repeated reference to 
this SEC Report, and added only one 
example to those cited in the Report: 
Lockheed’s bribery of various high-
level politicians, such as the Japa-
nese Prime Minister and Minister of 
Finance, a Dutch prince, and various 
Cabinet-level politicians in Italy. H.R. 
Rep. 95-640 at 5. While not disposi-
tive of the issue, a deeper look at the 
1977 legislative history shows that 
Congress was addressing traditional 
government officials, not SOE em-
ployees, when it passed the FCPA. 
The OECD Convention

In the years prior to the ratifica-
tion of the OECD Convention in 
1998, the passage of the FCPA had 
created a comparative disadvantage 
for American companies, which 
were forced to compete with foreign 
companies that were unrestrained 
in their ability to pay bribes. The 
central purpose of the 1998 Amend-
ment and the OECD Convention was 
to “level the playing field for busi-
ness worldwide.” House Report No. 
105-802 at 12 (1998). 

By creating a uniform anti-bribery 
policy among the 30-plus signato-
ries, the OECD Convention intends 
to eliminate any comparative dis-
advantage to honest companies. 
An FCPA defendant could use this 
to argue that reciprocity is a key 

principle to be applied when inter-
preting the FCPA — that Congress 
intended American companies to be 
bound only as much as companies 
from other signatory nations would 
be. This principle militates against 
criminalizing conduct by American 
companies abroad if analogous con-
duct in the U.S. would not fall under 
other signatories’ anti-corruption 
laws promulgated pursuant to the 
Convention. For example, under this 
approach, payments to telecommu-
nications executives for preferential 
rates would fall outside the FCPA, 
since the equivalent American com-
panies — Verizon, AT&T, etc. — are 
private. Instead, commercial bribery 
laws would cover such conduct. 
The OECD Questionnaire

The DOJ’s response to the OECD 
Phase I Questionnaire is also help-
ful. This questionnaire sought infor-
mation regarding the DOJ’s compli-
ance with the OECD Convention. In 
response to a request to define the 
scope of the term “foreign official,” 
the DOJ stated:

State-owned business may, in 
appropriate circumstances, be 
considered instrumentalities of 
a foreign government and their 
officers and employees to be for-
eign officials … . Among the fac-
tors [the DOJ] considers are the 
foreign state’s own characteriza-
tion of the enterprise and its em-
ployees, i.e., whether it prohibits 
and persecutes bribery of the 
enterprise’s employees as public 
corruption, the purpose of the 
enterprise, and the degree of con-

trol exercised over the enterprise 
by the foreign government.
See U.S. Response to Phase I Ques-

tionnaire, available at www.oecd.org 
(emphasis added).

The DOJ’s response, drafted es-
sentially contemporaneous to the 
passage of the 1998 Amendment, 
implies that SOEs should not auto-
matically be understood to be in-
strumentalities for purposes of the 
FCPA. Each of the factors listed — 
legal characterization, purpose of 
the enterprise, degree of control — 
offers a ground to oppose the appli-
cation of FCPA to a specific SOE. 

In this respect, an investigation of 
the foreign country’s legal character-
ization of its SOEs may bring use-
ful defenses to light. Certain French 
public corruption legislation, for 
example, appears to explicitly ex-
clude companies that have less than 
30% public ownership, potentially 
removing such companies from the 
FCPA’s reach. See Modernization of 
Public Services Act of 2007.
Conclusion

The government’s broad interpre-
tation of the terms “foreign official” 
and “instrumentality” significantly 
expands the types of transactions 
implicated by the FCPA. Yet there 
are arguments to be made that this 
interpretation violates the intent of 
the statute. Despite the failure of two 
recent defendants to dismiss indict-
ments on some of these grounds, the 
arguments can continue to be made 
and certainly remain viable for a 
defendant in the post-motion to dis-
miss stages of an FCPA enforcement 
action. 

FCPA
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Ninth Circuit Reverses  
Conviction of Former CFO 
Of Network Associates Inc.

The U.S. Court of Appeals for the 
Ninth Circuit reversed the conviction 
of Prabhat Goyal, the former Chief 
Financial Officer of Network Associ-
ates Inc. (“NAI”), on the grounds that 
no jury could have found him guilty 
based on the evidence presented by 
the prosecution at trial. United States 
v. Goyal, No. 08-10436 (9th Cir. Dec. 
10, 2010). 

Goyal was the CFO of NAI from 
1997 to 2001. In 1998, NAI added sales 
to distributors to its business model, 
which had historically focused on di-
rect sales to end-users. The primary 
focus of the government’s case was 
the manner in which NAI recognized 
the revenues generated from sales to 
distributor Ingram Micro. To help 
meet its quarterly projections, NAI 
made deals providing incentives to 
Ingram at the end of each quarter to 
boost sales. The government did not 
take issue with this practice; rather, 
the government contended that NAI 
improperly recognized the revenue 
from these transactions earlier than 
it should have. Id. at 19746-47. Spe-
cifically, the government claimed 
that NAI improperly used “sell-in” 
accounting, which recognizes reve-
nue at the time a product is sold into 
the distribution chain (as opposed 
to when it is sold to the end user, 
known as “sell-through” accounting), 
to overstate revenues by recognizing 
these sales earlier than was appro-
priate. Id. at 19747. 

A jury convicted Goyal on a num-
ber of counts: one count of securi-
ties fraud, seven counts of making 
false filings with the SEC, and seven 
counts of making false statements to 
NAI’s auditors. Addressing the first 
eight counts, the Ninth Circuit found 
that the government failed to carry 
its burden to show materiality. The 
court noted that the government had 
to demonstrate that “the accounting 
produced artificially higher revenue 
figures in certain periods that ‘would 
have been viewed by a reasonable 
investor as having significantly al-
tered the total mix of information 
made available.’” Id. (quoting Basic 

Inc. v. Levinson, 485 U.S. 224, 231-32 
(1988).) 

To establish this at trial, the govern-
ment relied on the stipulation of the 
parties that using sell-through (as op-
posed to sell-in) accounting in all of 
NAI’s operations would have resulted 
in a materially lower revenue figure. 
The court found this stipulation too 
broad to be useful. The government 
only contended that sell-through ac-
counting would have been required 
for the Ingram transactions. It did 
not, however, offer any evidence 
regarding the effect on revenues of 
changing the accounting for just the 
Ingram transactions. Thus, the Ninth 
Circuit found that the jury had “no 
basis to conclude that the misstate-
ment of reported revenue resulting 
from the Ingram transactions was 
material.” Id. at 19750. The court dis-
missed the government’s arguments 
that the jury could have inferred ma-
teriality based on the portion of total 
revenue (24%) that the Ingram sales 
represented because the jury never 
saw the proportions. Even if they 
had this figure, the jurors had no 
facts that would have allowed them 
to compare the difference between 
the use of sell-in accounting against 
the use of sell-through accounting 
for these transactions. 

The remaining counts were based 
on Goyal’s statements to auditors 
that: 1) the company’s financial state-
ments complied with GAAP; and 2) 
all sales terms had been disclosed. 
To meet its burden, the government 
had to establish that Goyal voluntari-
ly made these statements and knew 
that they were false. 

The court found that the govern-
ment had failed to provide evidence 
to support all but one of its alleged 
GAAP violations and that, for that 
one violation, it had provided no 
evidence that Goyal’s resulting false 
statement was willful and knowing. 
In order to use sell-in accounting, 
the relevant GAAP provisions re-
quired that the price to the buyer be 
“substantially fixed or determinable,” 
that the seller not have “significant 
obligations for future performance” 
to effect the resale of the product by 
the buyer, and that the quantity of 
“future returns” could be estimated. 

The court found that the govern-
ment offered no evidence that NAI 
had inadequate reserves to cover 
the terms of the deals with Ingram, 
which would have been necessary to 
establish a violation of the “substan-
tially fixed or determinable” GAAP 
provision. The government also failed 
to offer evidence that NAI was unable 
to determine the likely rate of returns 
from Ingram, a necessary predicate 
to showing that NAI had violated the 
“returns” prong of GAAP. 

However, the court did find that 
there was evidence on which the 
jury could have found that the buy-
backs of software violated the GAAP 
prohibition on a “significant obliga-
tion[] for future performance.” The 
Ninth Circuit, however, found that 
the government had failed to offer 
any evidence from which the jury 
could have found that Goyal’s mis-
statement was willful and knowing. 
The circuit court rejected the gov-
ernment’s arguments that the jury 
could have inferred such intent. Spe-
cifically, the court noted that “Goyal’s 
presumed knowledge of GAAP as a 
qualified CFO does not make him 
criminally responsible for his every 
conceivable mistake.” In addition, 
the court noted that his “general fi-
nancial incentive” to see the com-
pany perform well “cannot be inher-
ently probative of fraud.” 

The Ninth Circuit also found that 
the government failed to provide any 
evidence that any non-disclosure of 
sales terms were willful and know-
ing. The sales terms of the end-of-
quarter Ingram deals were disclosed 
in the after-the-fact debit memos that 
Ingram submitted and that were pro-
vided to auditors, although the initial 
buy-in letters had not been provided. 
The court found that a reasonable ju-
ror could have found that this was 
insufficient to constitute disclosure 
of “all sales terms.” It dismissed the 
government’s arguments that Goyal’s 
required intent element could have 
been inferred. 

Notably, Chief Judge Alex Kozinski 
filed a concurring opinion identify-
ing this as an example of “a string 
of recent cases in which courts have 
found that federal prosecutors over-
reached by trying to stretch criminal 
law beyond its proper bounds.” Id. 
at 19762. 
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who owned and operated several 
businesses in Southern California. In 
exchange, Siriwan allegedly secured 
several lucrative Thai contracts for 
her U.S. benefactors.

Siriwan was not charged with any 
FCPA violations because, as discussed 
already, foreign officials who do no 
more than receive bribes from a cov-
ered person or entity are beyond 
the reach of the statute. Instead, the 
Justice Department charged Siriwan 
under the federal money laundering 
statute, 18 U.S.C. § 1956, on the theo-
ry that she had laundered money for 
the purpose of furthering the primary 
FCPA violations allegedly committed 

by her U.S. bribe-givers. In essence, 
rather than charging Siriwan with 
accepting a bribe, the government 
charged her with conspiring to trans-
port the money used for the bribe. 

To be sure, the government’s the-
ory was not entirely novel. In U.S. v. 
Bodmer, 342 F. Supp. 2d 176 (S.D.N.Y. 
2004), Manhattan federal district 
Judge Shira Scheindlin rejected a de-
fendant’s motion to dismiss in similar 
circumstances, noting that “i[f] immu-
nity from the FCPA’s criminal penal-
ties automatically conferred non-resi-
dent foreign nationals with immunity 
from the money laundering statute, 
these non-resident foreign nationals 
could openly serve as professional 
money launderers of proceeds de-
rived from violations of the FCPA, 

without repercussion.” Id. at 191. 
Combined, however, with the kind of 
aggressive use of the FCPA reflected 
in the Snamprogetti and Panalpina 
cases, the charging theory in Siriwan 
reflects the government’s clear inten-
tion to reach foreign bribery previ-
ously considered outside the reach of 
U.S. law enforcement.
Conclusion

The cases discussed above make 
clear that federal authorities have 
undertaken a concerted effort to 
curb foreign bribery schemes. The 
government appears to be signaling 
that foreign bribery with even a mar-
ginal connection to the U.S. is now 
fair game for pursuit under the FCPA 
or other arguably applicable statute.
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CALIFORNIA 
Former Chairman of McKeeson 
Corporation Sentenced to 10 
Years in Prison 

U.S. District Court Judge William 
H. Alsup sentenced Charles McCall 
to 10 years in prison and ordered 
him to pay a $1 million fine for his 
alleged role in a fraud designed to 
inflate sales revenue. 

McCall was indicted in 2003 and, 
after a 2006 jury trial, was acquit-
ted on conspiracy charges, but the 
jury failed to resolve other charges. 
Thereafter, federal prosecutors re-
indicted McCall, leading to his 2009 
re-trial. McCall was convicted in 
November 2010 of five counts of 
securities fraud and circumventing 
accounting rules. The government 
alleged that McCall had backdated 
sales contracts to meet projections 
by recognizing revenue early. 

The prison term was the minimum 
sentence, five years less than what 
the government requested. McCall’s 

attorney said that he would appeal 
the conviction and that his client 
maintains his innocence. 

Five other former McKeeson ex-
ecutives had pleaded guilty as a part 
of the government’s investigation. In 
2005, the company settled investor 
suits by agreeing to pay $960 million. 

DISTRICT OF  
COLUMBIA 
Online Sales of Counterfeit 
Goods Targeted in Nationwide 
‘Cyber Monday’ Seizure of 
Web Site Domains

On Nov. 29, 2010, Attorney Gen-
eral Eric Holder and Director John 
Morton of the Department of Home-
land Security’s Immigration and Cus-
toms Enforcement (ICE) announced 
that Operation in Our Sites v. 2.0, 
a joint operation targeting online 
retailers of counterfeit goods, had 
led to the execution of 82 seizure 
orders against commercial Web site 
domain names for their sale and/or 
distribution of copyrighted works 
and counterfeit goods. The National 
Intellectual Property Rights Coordi-
nation Center (IPR Center), led by 
ICE’s Office of Homeland Security 
Investigations (HIS), headed up the 

investigation, with assistance from 
the Computer Crime and Intellectual 
Property, and Asset Forfeiture and 
Money Laundering sections of the 
DOJ’s Criminal Division and U.S. At-
torney’s Offices in nine districts. 

Operation in Our Sites v. 2.0 built 
upon Operation in Our Sites I, which 
was announced in June 2010. While 
the latter targeted nine Web site 
domain names engaged in sales of 
pirated first-run movie copies, the 
scope of the former expanded to 
include domain names selling coun-
terfeit sporting goods and athletic 
clothing, handbags and sunglasses, 
in addition to copies of copyrighted 
software, music, and DVDs. As part 
of their efforts to secure the seizure 
orders needed to shut down the Web 
sites, federal law enforcement agents 
worked undercover to purchase 
suspected counterfeit items online. 
Once purchased, the goods, which 
were often shipped via international 
express mail into the U.S. from sup-
pliers abroad, were determined to be 
counterfeit or illegal in some other 
manner. Magistrate judges issued 
the requested seizure orders for the 
respective Web site domain names. 
According to the government, those 
Web sites now contain a banner no-
tifying those seeking to access each 
Web site that the domain name has 
been seized by federal authorities. 
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